**Informace pro subjekt údajů o zpracování jeho osobních údajů (čl. 13 GDPR)**

|  |  |
| --- | --- |
| totožnost a kontaktní údaje správce osobních údajů | *Úřad městské části Praha 10, Vinohradská 3218/169, 100 00 Praha 10, e-podatelna:* *posta@praha10.cz**, identifikátor datové schránky: irnb7wg, ústředna: 267093 111* |
| kontaktní údaje pověřence pro ochranu osobních údajů | *Mgr. Monika Bendová, Vinohradská 3218/169, 100 00 Praha 10, e-mail:* *monika.bendova@praha10.cz* |

|  |  |
| --- | --- |
| účel zpracování, pro které jsou osobní údaje určeny, a právní základ pro zpracování | * ***Využívání komunikačního systému MUNIPOLIS pro poskytování informací ze strany správce*** *- komunikace se subjektem údajů, sdělování zpráv a informací, které by mohly subjekt údajů zajímat, poskytování lokálních služeb, informací z kulturní, sociální a obecní oblasti dle uživatelské volby (preference) subjektu údajů zvolené v rozhraní systému MUNIPOLIS (web/aplikace).*
* *Subjekt údajů udělil souhlas se zpracováním svých osobních údajů pro jeden či více konkrétních účelů [čl. 6 odst. 1 písm. a) obecného nařízení o ochraně osobních údajů]*
* *možnost dobrovolné volby subjektu údajů udělit souhlas se zpracováním svých údajů (v základním nebo širším rozsahu) v nastavení profilu uživatele pro účely zasílání informací ze systému MUNIPOLIS, a to k*
* *zasílání informací na základě veřejného zájmu (krizové informace, informace ze státní správy/samosprávy správce)*
* *zasílání dalších informací dle preferencí subjektu údajů – oblasti: cizinci, kulturní akce, rodiny s dětmi, výpadky a poruchy inženýrských sítí, dobrovolníci, majitelé zvířat, senioři, chataři a zahrádkáři, dopravní informace, odstávky, poruchy, sportovní akce*
* *Zpracování je nezbytné pro splnění úkolu prováděného ve veřejném zájmu nebo při výkonu veřejné moci, kterým je pověřen správce [čl. 6 odst. 1 písm. e) obecného nařízení o ochraně osobních údajů]*
* *§ 2 odst. 2 zákona č. 131/2000 Sb., o hlavním městě Praze*
* *Díl 5 zákona č. 240/2000 Sb., o krizovém řízení a o změně některých zákonů (krizový zákon)*

*pokud subjekt údajů udělil souhlas alespoň se zpracováním svých základních údajů pro účely zasílání informací ze systému MUNIPOLIS, na základě tohoto právního titulu dochází vždy k zasílání** *krizových informací*
* *informací ze státní správy/samosprávy vykonávané správcem*

 *prostřednictvím SMS, e-mailu či rozhraní aplikace MUNIPOLIS.**Veřejným zájmem je v daném případě zejména bezpečnost, ochrana života, zdraví a majetku osob (krizové informace), a dále informovanost subjektu údajů o pro něj podstatných informacích v rámci jeho životní sféry ze strany správce jakožto územního samosprávného celku.* |
| oprávněné zájmy správce osobních údajů nebo třetí strany v případě, kdy je zpracování nezbytné pro účely oprávněných zájmů ÚMČ či třetí strany, kromě případů, kdy před těmito zájmy mají přednost zájmy nebo základní práva a svobody subjektu údajů vyžadující ochranu osobních údajů, zejména pokud je subjektem údajů dítě | *Nedochází ke zpracování na základě oprávněného zájmu.* |
| příjemci nebo kategorie příjemců osobních údajů | * *zpracovatel osobních údajů – společnost MUNIPOLIS s.r.o.*

*MUNIPOLIS s.r.o.**sídlo: Londýnské náměstí 886/4, 639 00 Brno – Štýřice**zastoupená Mgr. Ondřejem Švrčkem, jednatelem**IČ: 29198950**DIČ: CZ29198950**registrovaná v obchodním rejstříku vedeném Krajským soudem v Brně, sp. zn. C64961* *Zpracovatel je též v postavení samostatného správce osobních údajů subjektu údajů dle jím určených účelů a právních základů zpracování a v jím určeném rozsahu.* |
| případný záměr předat osobní údaje příjemci ve třetí zemi nebo mezinárodní organizaci | * *NE ze strany správce. Zpracovatel uvádí, že údaje ukládá též do cloudového úložiště Amazon.*
 |
| doba, po kterou budou osobní údaje uloženy, nebo není-li ji možné určit, kritéria použitá pro stanovení této doby | * *Po dobu existence souhlasu zpracování osobních údajů (tj. do jeho odvolání), maximálně však 5 let ode dne jeho udělení. Po 5 letech je třeba získat ze strany správce nový souhlas subjektu údajů, nebo údaje přestat zpracovávat.*
 |
| existence práva požadovat od správce přístup k osobním údajům, týkajícím se subjektu údajů (fyzická osoba), jejich opravu nebo výmaz anebo výmaz omezení zpracování a práva vznést námitku proti zpracování, jakož i práva na přenositelnost údajů | *zpracování na základě souhlasu subjektu údajů:** *právo na přístup*
* *právo na opravu a doplnění*
* *právo na výmaz*
* *právo na omezení zpracování*
* *právo na přenositelnost*

*zpracování na základě veřejného zájmu/výkonu veřejné moci:** *právo na přístup*
* *právo na opravu a doplnění*
* *právo na omezení zpracování*
* *právo vznést námitku*
 |
| právo odvolat kdykoli souhlas, aniž je tím dotčena zákonnost zpracování založená na souhlasu uděleném před jeho odvoláním  | * *ANO*
 |
| právo podat stížnost u Úřadu pro ochranu osobních údajů (dozorový úřad) | * *ANO*
 |
| skutečnost, zda poskytování osobních údajů je zákonným či smluvním požadavkem, nebo požadavkem, který je nutné uvést do smlouvy, a zda má subjekt údajů (fyzická osoba) povinnost osobní údaje poskytnout, a ohledně možných důsledků neposkytnutí těchto údajů | *Ne. Nedochází ke zpracování osobních údajů na základě zákonného či smluvního požadavku.* |
| informace, zda dochází k automatizovanému rozhodování, včetně profilování a přinejmenším v těchto případech smysluplné informace týkající se použitého postupu, jakož i významu a předpokládaných důsledků takového zpracování pro subjekt údajů (fyzická osoba)  | * *K automatizovanému rozhodování, včetně profilování, ze strany správce osobních údajů nedochází.*
 |